
KEEP YOUR PASSWORD SAFE BY FOLLOWING  
THESE EASY TIPS: 

DEVELOP strong passwords that use a combination of words, numbers, symbols, and 
both upper- and lower-case letters  

CREATE a password phrase and make it relevant. If you’re joining a shopping site for 
example, think “About to Use Shopping Site” and use “ABT2_uz_$h0pping”

USE different passwords for every unique account, such as work, banking, and email  

DISABLE the “save password” feature in your Internet browser

CYBER SECURITY IS OUR SHARED RESPONSIBILITY.

USE SECURE
PASSWORDS.


